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1	Proposal
One of the ENs included is proposed to be clarified by a note (Note 4) in the table. Some changes in the table are also included to incorporate a missing note. It is proposed to agree the text below for inclusion into TR 23.700-63. 
		* * * * First Change * * * *
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The proposed rule shall include:
[bookmark: _Hlk166766672]Table 6.1.2.1-1: Input parameters from AF
	Input parameters from AF

	Header/Tag information
(NOTE 3)
	Identifier
	Example: tagID (1) pointing to preconfigured Tag Type= RAT and Tag Value to be included by 5GC nodes

	
	Tag Type + Tag Value
	Example: Tag Type=FQDN, Tag Value=domain.com

	
	Action (NOTE 4)
	Values: Insert, Detect, Remove, Replace

	Header/Tag Actions
	Condition
	Values: Always, at initiation, during certain period

	
	Direction
	Values: UL, DL

	Header/Tag Handling Instructions
	Reference
	Example: RuleID (1) pointing to preconfigured information in UPF for protocol info, encryption handling, etc

	
	Additional Data
	Non-standard info used by AF to complement the preconfigured ruleID 

	Reporting Instructions
(NOTE 1)
	Type of report
	Values: Direct, Indirect, No report
(NOTE 1)

	
	Condition for reporting
	Values: Threshold based, Periodical with periodicity, etc

	
	Reporting correlation identifier
	Correlation ID (NOTE 2)

	
	Reporting-to address
	UPF event consumer URI (NOTE 2)

	NOTE  1:	The condition for reporting and reporting correlation apply when type of report is direct or indirect. Whether to include an explicit "no report" is left for stage 3.
[bookmark: _Hlk166771229]NOTE 2:	Nnef_TrafficInfluence includes already a Notification Target Address that could be used as the UPF event consumer URI. A correlationID would need to be added. In Nnef_TrafficInfluence these parameters are to report on user plane events. It remains is for further decision whetherto be seen if these existing parameters can be used also for the header handling reporting.
NOTE 3:	Headers/Tags types and values can be conditionally included by the AF (according to the use case). When those are not included, the Identifier requested points to a preconfigured Header/Tag type whose value is to be determined by the PCF, SMF or UPF depending on the data from network and/or policy information.
NOTE 4:	The Action can be included by the AF in some cases, e.g. detect or insert a tag that may have been provisioned dynamically and temporarily. In other cases, the preconfigured rule referred to by Reference subcomponent in the handling instructions determines the action to be performed. 



Editor's note:	Further refinement of the parameters may be needed.
For the Reporting Instructions, there are two options for the AF to indicate whether direct reporting is required (i.e. using UPF exposure service):
-	Option 1: Report Correlation ID and UPF event consumer notification URI values. The AF provides these attributes to indicate its preference to receive Session Reports directly from the UPF Exposure Service (see option 1 in clause 6.1.2.2.23) instead of default N4 based reporting described in clause 6.1.2.2.1.
-	Option 2: the AF provides Notification Target Address (+ Notification Correlation ID) attributes to request to receive Session Reports, and direct indication to request that they are sent directly with UPF Exposure Service.
Editor's note:	Only one of the above options, with its associated procedures in the following chapters, will be taken for conclusion.
The header/tag handling instructions are assumed as pre-agreed information between the parties to include header/tags handling related information (e.g. protocol layer, type of encryption, etc), which is pre-configured in the UPF. This parameter contains a reference to the pre-configured info as well as, optionally, additional data that the AF provides to complement the pre-configured information. This additional data is not standardised, but only interpreted by UPF based on SLA and implementation.
NOTE 1:	Headers/Tags types and values can be conditionally included by the AF (according to the use case). When those are not included, the Identifier requested points to a preconfigured Header/Tag type whose value is to be determined by the PCF, SMF or UPF depending on the data from network and/or policy information.
		* * * * Next Change * * * *
Figure 6.1.2-1: Nnef_TrafficInfluence operation (TS 23 502 [3] clause 4.3.6.2)
In step#1, the AF inserts the rule contents, including the information that is relevant for the parties (as metadata). The request may target "any UE".
In step#2, NEF confirms the AF request is authorised based on local configuration, and then will store/update the received data in the UDR for data set pointing to application data.
At notification from UDR, PCF verifies the content of the header/tag identifier (or the header/tag type and value) and the header/tag handling instructions as the pre-agreed information between the parties and transforms it in the relevant information to be inserted/detected (i.e. deriving header/tag type and value from the header/tag identifier, etc). It will be included in the PCC rule together with the handling instructions reference, the additional data contents (if provided), and the direction for handling. If the AF requests reporting on header/tag detection /replacing/removal, the PCF includes in the PCC rule(s) the information required for reporting the event including indicating whether duplicate reporting is needed.
NOTE 2:	Duplicate reporting does not assume to provide two simultaneous notifications to the AF. Duplicate reporting refers to UPF reporting directly to the AF, if AF has requested so, and reporting to SMF via N4, in case SMF needs to perform some additional actions.
		
		* * * * End Changes * * * *




